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Партнерство НАТО є особливою складовою євроінтеграційного розвитку 

України. Прийняття норм і стандартів Північноатлантичного альянсу гарантують 

розширення співробітництва та розвиток країни у всіх сферах діяльності, 

зокрема у сфері обороноздатності. Розходження в нормах і стандартах захисту 

інформації суттєво перешкоджають широкому розвитку міжнародного 

співробітництва у багатьох сферах діяльності. 

 Найбільш гостро ця проблема постала після повномасштабного 

вторгнення російської федерації на територію України, що стало причиною не 

лише збройного протистояння, а й загострило проблеми захисту та передачі 

інформації. 

Основними напрямками розвитку діяльності пов`язаної з захистом  

інформації є здійснення державного контролю у сферах кіберзахисту об`єктів 

критичної інформаційної інфраструктури та державних інформаційних ресурсів. 

Особлива увага приділяється створенню необхідної правової бази  у сфері 

безпеки інформації та розвитку достатнього ресурсного та експертного 

забезпечення для акредитації комунікаційно-інформаційних систем. 

Встановлення нових підходів забезпечить гарантування безпеки інформації, 

згідно стандартів Північноатлантичного альянсу. 

Для  реформування галузі захисту інформації України за допомогою 

адаптації до стандартів НАТО розроблено законопроєкт  «Про безпеку 

інформації та інформаційно-комунікаційних систем», який охоплює різні підходи 

до гарантування безпеки інформації. Даний документ поклав початок створення 

інфраструктури безпеки інформації, яка відповідає політиці НАТО.  

Процедура захисту інформації, яка передається і обробляється за 

допомогою інформаційно-комунікаційних технологій, регулюється документом 

«Попередня директива з INFOSEC», який був оприлюднений Комітетом безпеки 

НАТО. Де основним завданням стала необхідність регулювання захисту 

інформації, яка циркулює в інформаційно-комунікаційних мережах. 

Отже, узгодження норм та стандартів захисту інформації, а також 

створення єдиноприйнятої інфраструктури безпеки інформації забезпечить 

ефективну співпрацю з НАТО та країнами-партнерами. А щодо України загалом 

надає перспективу використання в галузі захисту інформації нових 

технологічних рішень, що мають на меті спрощення роботи та надійний захист 

інформації від усіх видів впливу.  


